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PUBLIC RECORDS POLICY 
FOR 

BOLIVAR ENERGY AUTHORITY 

 

 

Pursuant to Tenn. Code Ann. § 10-7-503(g), the following Public Records Policy for Bolivar 
Energy Authority(BEA) is hereby adopted by BEA’s Board of Directors to provide economical and 
efficient access to public records as provided under the Tennessee Public Records Act (“TPRA”) in 
Tenn. Code Ann. § 10-7-501, et seq. 

The TPRA provides that all state, county and municipal records shall, at all times during 
business hours, which for public hospitals shall be during the business hours of their administrative 
offices, be open for personal inspection by any citizen of this state, and those in charge of the records 
shall not refuse such right of inspection to any citizen, unless otherwise provided by state law.  See 
Tenn. Code Ann. § 10-7-503(a)(2)(A).  Accordingly, the public records of BEA are presumed to be open 
for inspection during business hours unless otherwise provided by law. 

Personnel of BEA shall timely and efficiently provide access and assistance to persons 
requesting to view or receive copies of public records.  No provisions of this Policy shall be used to 
hinder access to open public records.  However, the integrity and organization of public records, as well 
as the efficient and safe operation of BEA, shall be protected as provided by current law.  Concerns 
about this Policy should be addressed to the Public Records Request Coordinator for BEA or to the 
Tennessee Office of Open Records Counsel (“OORC”). 

This Policy is available for inspection and duplication in the office of BEA Internal located at 815 
Tennessee St. This Policy is posted online at www.bea-tn.com. This Policy shall be reviewed annually. 

I. Definitions: 

A. Records Custodian: The office, official or employee lawfully responsible for the direct 
custody and care of a public record.  See Tenn. Code Ann. § 10-7-503(a)(1)(C).  The 
records custodian is not necessarily the original preparer or receiver of the record. 

B. Public Records: All documents, papers, letters, maps, books, photographs, microfilms, 
electronic data processing files and output, films, sound recordings, or other material, 
regardless of physical form or characteristics, made or received pursuant to law or 
ordinance or in connection with the transaction of official business by any governmental 
agency. See Tenn. Code Ann. § 10-7-503(a)(1)(A).  

C. Public Records Request Coordinator: The individual, or individuals, designated in Section III, 
A.3 of this Policy who has, or have, the responsibility to ensure public record requests are 
routed to the appropriate records custodian and are fulfilled in accordance with the TPRA.  
See Tenn. Code Ann. § 10-7-503(a)(1)(B).  The Public Records Request Coordinator may 
also be a records custodian. 

D. Requestor: Any citizen of this State seeking access to a public record, whether it is for 
inspection or duplication. 

http://www.bea-tn.com/
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E. Identifying Information:  The home and work addresses and telephone numbers, Social 
Security Number, and any other information that could reasonably be used to locate the 
whereabouts of an individual. 

F. Utility Service Provider:  Any entity, whether public or private, that provides electricity, 
natural gas, water, or telephone service to customers on a subscription basis, whether or 
not regulated by the Tennessee Regulatory Authority.  Identifying information compiled and 
maintained by utility service provider concerning a person who has obtained a valid 
protection document shall be treated as confidential and not open for inspection by the 
public. 

II. Requesting Access to Public Records 

A. Public record requests shall be made to the Public Records Request Coordinator (”PRRC”) 
or his/her designee in order to ensure public record requests are routed to the appropriate 
records custodian and fulfilled in a timely manner.  

B. Requests for inspection only cannot be required to be made in writing.  The PRRC should 
request a mailing [or email] address from the requestor for providing any written 
communication required under the TPRA. 

C. Requests for inspection may be made orally or in writing using the attached Form. These 
requests should be made at 815 Tennessee St., by phone at (731) 658-5257, or by email at 
tfoote@bea-tn.com.   

D. Proof of Tennessee citizenship by presentation of a valid Tennessee driver’s license (or 
alternative acceptable form of ID) is required as a condition to inspect or receive copies of 
public records. 

III. Responding to Public Records Requests 

A. Public Record Request Coordinator 

1. The PRRC shall review public record requests and make an initial determination of 
the following: 

a. If the requestor provided evidence of Tennessee citizenship; 

b. If the records requested are described with sufficient specificity to identify 
them; and 

c. If the Governmental Entity is the custodian of the records. 

2. The PRRC shall acknowledge receipt of the request and take any of the following 
appropriate action(s): 

a. Advise the requestor of this Policy and the elections made regarding: 

i. Proof of Tennessee citizenship; 

ii. Form(s) required for copies; 

iii. Fees (and labor threshold and waivers, if applicable); and 

iv. Aggregation of multiple or frequent requests. 
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b. If appropriate, deny the request in writing, providing the appropriate ground’s 
such as one of the following: 

i. The requestor is not, or has not presented evidence of being a 
Tennessee citizen. 

ii. The request lacks specificity. 

iii. An exemption makes the record not subject to disclosure under the 
TPRA. (Provide the exemption in written denial) 

iv. The Governmental Entity is not the custodian of the requested 
records. 

v. The records do not exist. 

c. Forward the records request to the appropriate records custodian in BEA 

3. The designated PRRC(s) is(are): 

a. Name or title: Tammy Foote 

b. Contact information: Email- tfoote@bea-tn.com; Phone – (731) 658-5257 
Address – 815 Tennessee St, Bolivar, TN 38008. 

B. Records Custodian 

1. Upon receiving a public records request, a records custodian shall promptly make 
requested public records available in accordance with Tenn. Code Ann. § 10-7-503.  
If the records custodian is uncertain that an applicable exemption applies, the 
custodian may consult with the PRRC, counsel, or the OORC. 

2. If not practicable to promptly provide requested records because additional time is 
necessary to determine whether the requested records exist; to search for, retrieve, 
or otherwise gain access to records; to determine whether the records are open; to 
redact records; or for other similar reasons, then a records custodian shall, within 
seven (7) business days from the records custodian’s receipt of the request, send 
the requestor a completed Public Records Request Response Form which is 
attached. 

3. If a records custodian denies a public record request, he or she shall deny the 
request in writing as provided in Section III.A.2.b using the Public Records Request 
Response Form. 

4. If a records custodian reasonably determines production of records should be 
segmented because the records request is for a large volume of records, or 
additional time is necessary to prepare the records for access, the records custodian 
shall use the Public Records Request Response Form to notify the requestor that 
production of the records will be in segments and that a records production schedule 
will be provided as expeditiously as practicable.  If appropriate, the records custodian 
should contact the requestor to see if the request can be narrowed. 

5. If a records custodian discovers records responsive to a records request were 
omitted, the records custodian should contact the requestor concerning the omission 
and produce the records as quickly as practicable. 
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C. Redaction 

1. If a record contains confidential information or information that is not open for public 
inspection, the records custodian shall prepare a redacted copy prior to providing 
access. If questions arise concerning redaction, the records custodian should 
coordinate with counsel or other appropriate parties regarding review and redaction 
of records.   

2. Whenever a redacted record is provided, a records custodian should provide the 
requestor with the basis for redaction.  The basis given for redaction shall be general 
in nature and not disclose confidential information.  

IV. Inspection of Records 

A. There shall be no charge for inspection of open public records.   

B. The location for inspection of records within the offices of BEA should be determined by 
either the PRRC or the records custodian. 

C. Under reasonable circumstances, the PRRC or a records custodian may require an 
appointment for inspection or may require inspection of records at an alternate location.   

V. Copies of Records 

A. A records custodian shall promptly respond to a public record request for copies in the most 
economic and efficient manner practicable. 

B. Copies will be available for pickup at a location specified by the records custodian. 

C. Upon payment for postage, copies will be delivered to the requestor’s home address.  

D. A requestor will not be allowed to make copies of records with personal equipment.   

VI. Confidential Records – Exceptions in accordance with T.C.A. Section 10-7-504 

See Exhibit “A” for statutory provisions of confidential records and exceptions. 

VII. Fees and Charges and Procedures for Billing and Payment 

A. Records custodians shall provide requestors with an itemized estimate of the charges prior 
to producing copies of records and may require pre-payment of such charges before 
producing requested records. 

B. Fees and charges for copies are as follows:  

1. $0.15 per page for letter- and legal-size black and white copies. 

2. $0.50 per page for letter- and legal-size color copies. 

3. Labor when time exceeds 30 minutes. 

4. If an outside vendor is used, the actual costs assessed by the vendor. 

C. Payment is to be made in cash, by personal check, or by credit card payable to Bolivar 
Energy Authority presented to a cashier at located at 815 Tennessee St. Bolivar, TN. 38008 
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D. Payment in advance will be required when costs are estimated to exceed $20. 

I. Aggregation of Frequent and Multiple Requests 

1. BEA will aggregate record requests in accordance with the Frequent and Multiple 
Request Policy promulgated by the OORC when more than (4) requests are received 
within a calendar month (either from a single individual or a group of individuals 
deemed working in concert). 

2. [If aggregating]: 

a. The level at which records requests will be aggregated is 4 (whether by 
agency, entity, department, office or otherwise). 

b. The PRRC is responsible for making the determination that a group of 
individuals are working in concert.  The PRRC or the records custodian must 
inform the individuals that they have been deemed to be working in concert 
and that they have the right to appeal the decision to the OORC. 

 

DULY PASSED AND APPROVED on this the 30th day of May, 2017. 

 

             

       HELEN JOHNSON, Board Chairman 

 

 

ATTEST: 

 

       

TAMMY FOOTE, Secretary 
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EXHIBIT “A” 

 

(15) (A) As used in this subdivision (a)(15), unless the context otherwise requires: 

(i)  "Identifying information" means the home and work addresses and telephone 
numbers, social security number, and any other information that could reasonably be 
used to locate the whereabouts of an individual; 

(ii)  "Protection document" means: 

▪ (a)  An order of protection issued pursuant to title 36, chapter 3, part 6, that 
has been granted after proper notice and an opportunity to be heard; 

▪ (b)  A similar order of protection issued by the court of another jurisdiction; 
▪ (c)  An extension of an ex parte order of protection granted pursuant to § 36-

3-605(a); 
▪ (d)  A similar extension of an ex parte order of protection granted by a court 

of competent jurisdiction in another jurisdiction; 
▪ (e)  A restraining order issued by a court of competent jurisdiction prohibiting 

violence against the person to whom it is issued; 
▪ (f)  A court order protecting the confidentiality of certain information issued 

upon the request of a district attorney general to a victim or witness in a 
criminal case, whether pending or completed; and 

▪ (g)  An affidavit from the director of a rape crisis center or domestic violence 
shelter certifying that an individual is a victim in need of protection; provided, 
that such affidavit is on a standardized form to be developed and distributed 
to such centers and shelters by the Tennessee task force against domestic 
violence; and 

(iii)  "Utility service provider" means any entity, whether public or private, that 
provides electricity, natural gas, water, or telephone service to customers on a 
subscription basis, whether or not regulated by the Tennessee regulatory authority. 

(B)  If the procedure set out in this subdivision (a)(15) is followed, identifying information 
compiled and maintained by a utility service provider concerning a person who has obtained 
a valid protection document shall be treated as confidential and not open for inspection by 
the public. 

(C)  For subdivision (a)(15)(B) to be applicable, a copy of the protection document must be 
presented during regular business hours by the person to whom it was granted to the 
records custodian of the utility service provider whose records such person seeks to make 
confidential, and such person must request that all identifying information about such person 
be maintained as confidential. 

(D)  The protection document must at the time of presentation be in full force and effect. The 
records custodian may assume that a protection document is in full force and effect if it is on 
the proper form and if on its face it has not expired. 

(E)  Upon being presented with a valid protection document, the records custodian shall 
accept receipt of it and maintain it in a separate file containing in alphabetical order all 
protection documents presented to such records custodian pursuant to this subdivision 
(a)(15). Nothing in this subdivision (a)(15) shall be construed as prohibiting a records 
custodian from maintaining an electronic file of such protection documents provided the 
records custodian retains the original document presented. 

https://advance.lexis.com/document/?pdmfid=1000516&crid=7de0d75e-93b1-4363-8c07-741263f5d84d&pddocfullpath=%2Fshared%2Fdocument%2Fstatutes-legislation%2Furn%3AcontentItem%3A4WMW-X4N0-R03K-917N-00000-00&pddocid=urn%3AcontentItem%3A4WMW-X4N0-R03K-917N-00000-00&pdcontentcomponentid=10650&pdteaserkey=sr0&ecomp=z4ntk&earg=sr0&prid=9b95fda9-af9a-432a-ad0f-5498e8c2c7b5
https://advance.lexis.com/document/?pdmfid=1000516&crid=7de0d75e-93b1-4363-8c07-741263f5d84d&pddocfullpath=%2Fshared%2Fdocument%2Fstatutes-legislation%2Furn%3AcontentItem%3A4WMW-X4N0-R03K-917N-00000-00&pddocid=urn%3AcontentItem%3A4WMW-X4N0-R03K-917N-00000-00&pdcontentcomponentid=10650&pdteaserkey=sr0&ecomp=z4ntk&earg=sr0&prid=9b95fda9-af9a-432a-ad0f-5498e8c2c7b5
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(F)  Identifying information concerning a person that is maintained as confidential pursuant to 
this subdivision (a)(15) shall remain confidential until the person who requested such 
confidentiality notifies in person the records custodian of the appropriate utility service 
provider that there is no longer a need for such information to remain confidential. A records 
custodian receiving such notification shall remove the protection document concerning such 
person from the file maintained pursuant to subdivision (a)(15)(E), and the identifying 
information about such person shall be treated in the same manner as the identifying 
information concerning any other customer of the utility. Before removing the protection 
document and releasing any identifying information, the records custodian of the utility 
service provider shall require that the person requesting release of the identifying information 
maintained as confidential produce sufficient identification to satisfy such custodian that that 
person is the same person as the person to whom the document was originally granted. 

(G)  After July 1, 1999, if information is requested from a utility service provider about a 
person other than the requestor and such request is for information that is in whole or in part 
identifying information, the records custodian of the utility service provider shall check the 
separate file containing all protection documents that have been presented to such utility. If 
the person about whom information is being requested has presented a valid protection 
document to the records custodian in accordance with the procedure set out in this 
subdivision (a)(15), and has requested that identifying information about such person be 
maintained as confidential, the records custodian shall redact or refuse to disclose to the 
requestor any identifying information about such person. 

(H)  Nothing in this subdivision (a)(15) shall prevent the district attorney general and counsel 
for the defendant from providing to each other in a pending criminal case, where the 
constitutional rights of the defendant require it, information which otherwise would be held 
confidential under this subdivision (a)(15). 

(16) (A) As used in this subdivision (a)(16), unless the context otherwise requires: 

▪ (i)  "Governmental entity" means the state of Tennessee and any county, 
municipality, city or other political subdivision of the state of Tennessee; 

▪ (ii)  "Identifying information" means the home and work addresses and telephone 
numbers, social security number, and any other information that could reasonably be 
used to locate the whereabouts of an individual; 

▪ (iii)  "Protection document" means: 
▪ (a)  An order of protection issued pursuant to title 36, chapter 3, part 6, that 

has been granted after proper notice and an opportunity to be heard; 
▪ (b)  A similar order of protection issued by the court of another jurisdiction; 
▪ (c)  An extension of an ex parte order of protection granted pursuant to § 36-

3-605(a); 
▪ (d)  A similar extension of an ex parte order of protection granted by a court 

of competent jurisdiction in another jurisdiction; 
▪ (e)  A restraining order issued by a court of competent jurisdiction prohibiting 

violence against the person to whom it is issued; 
▪ (f)  A court order protecting the confidentiality of certain information issued 

upon the request of a district attorney general to a victim or witness in a 
criminal case, whether pending or completed; and 

▪ (g)  An affidavit from the director of a rape crisis center or domestic violence 
shelter certifying that an individual is a victim in need of protection; provided, 
that such affidavit is on a standardized form to be developed and distributed 
to such centers and shelters by the Tennessee task force against domestic 
violence. 

(B)  If the procedure set out in this subdivision (a)(16) is followed, identifying information 
compiled and maintained by a governmental entity concerning a person who has obtained a 

https://advance.lexis.com/document/?pdmfid=1000516&crid=7de0d75e-93b1-4363-8c07-741263f5d84d&pddocfullpath=%2Fshared%2Fdocument%2Fstatutes-legislation%2Furn%3AcontentItem%3A4WMW-X4N0-R03K-917N-00000-00&pddocid=urn%3AcontentItem%3A4WMW-X4N0-R03K-917N-00000-00&pdcontentcomponentid=10650&pdteaserkey=sr0&ecomp=z4ntk&earg=sr0&prid=9b95fda9-af9a-432a-ad0f-5498e8c2c7b5
https://advance.lexis.com/document/?pdmfid=1000516&crid=7de0d75e-93b1-4363-8c07-741263f5d84d&pddocfullpath=%2Fshared%2Fdocument%2Fstatutes-legislation%2Furn%3AcontentItem%3A4WMW-X4N0-R03K-917N-00000-00&pddocid=urn%3AcontentItem%3A4WMW-X4N0-R03K-917N-00000-00&pdcontentcomponentid=10650&pdteaserkey=sr0&ecomp=z4ntk&earg=sr0&prid=9b95fda9-af9a-432a-ad0f-5498e8c2c7b5
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valid protection document may be treated as confidential and may not be open for inspection 
by the public. 

(C)  For subdivision (a)(16)(B) to be applicable, a copy of the protection document must be 
presented during regular business hours by the person to whom it was granted to the 
records custodian of the governmental entity whose records such person seeks to make 
confidential, and such person must request that all identifying information about such person 
be maintained as confidential. 

(D)  The protection document presented must at the time of presentation be in full force and 
effect. The records custodian may assume that a protection document is in full force and 
effect if it is on the proper form and if on its face it has not expired. 

(E)  Upon being presented with a valid protection document, the record custodian may 
accept receipt of it. If the records custodian does not accept receipt of such document, the 
records custodian shall explain to the person presenting the document why receipt cannot be 
accepted and that the identifying information concerning such person will not be maintained 
as confidential. If the records custodian does accept receipt of the protection document, such 
records custodian shall maintain it in a separate file containing in alphabetical order all 
protection documents presented to such custodian pursuant to this subdivision (a)(16). 
Nothing in this subdivision (a)(16) shall be construed as prohibiting a records custodian from 
maintaining an electronic file of such protection documents; provided, that the custodian 
retains the original document presented. 

(F)  Identifying information concerning a person that is maintained as confidential pursuant to 
this subdivision (a)(16) shall remain confidential until the person requesting such 
confidentiality notifies in person the appropriate records custodian of the governmental entity 
that there is no longer a need for such information to remain confidential. A records 
custodian receiving such notification shall remove the protection document concerning such 
person from the file maintained pursuant to subdivision (a)(16)(E), and the identifying 
information about such person shall be treated in the same manner as identifying information 
maintained by the governmental entity about other persons. Before removing the protection 
document and releasing any identifying information, the records custodian of the 
governmental entity shall require that the person requesting release of the identifying 
information maintained as confidential produce sufficient identification to satisfy such records 
custodian that that person is the same person as the person to whom the document was 
originally granted. 

(G) (i) After July 1, 1999, if: 

▪ (a)  Information is requested from a governmental entity about a person other 
than the person making the request; 
▪ (b)  Such request is for information that is in whole or in part identifying 
information; and 
▪ (c)  The records custodian of the governmental entity to whom the request 
was made accepts receipt of protection documents and maintains identifying 
information as confidential; 

▪ (ii)  then such records custodian shall check the separate file containing all protection 
documents that have been presented to such entity. If the person about whom 
information is being requested has presented a valid protection document to the 
records custodian in accordance with the procedure set out in this subdivision 
(a)(16), and has requested that identifying information about such person be 
maintained as confidential, the records custodian shall redact or refuse to disclose to 
the requestor any identifying information about such person. 
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(H)  Nothing in this subdivision (a)(16) shall prevent the district attorney general and counsel 
for the defendant from providing to each other in a pending criminal case, where the 
constitutional rights of the defendant require it, information which otherwise may be held 
confidential under this subdivision (a)(16). 

(I)  In an order of protection case, any document required for filing, other than the forms 
promulgated by the supreme court pursuant to § 36-3-604(b), shall be treated as confidential 
and kept under seal except that the clerk may transmit any such document to the Tennessee 
bureau of investigation, 911 service or emergency response agency or other law 
enforcement agency. 

  . . . 

(19)  Credit card account numbers and any related personal identification numbers (PIN) or 
authorization codes in the possession of the state or a political subdivision thereof shall be 
maintained as confidential and shall not be open for inspection by members of the public. 

(20) (A) For the purposes of this subdivision (a)(20), the following terms shall have the following 
meaning: 

▪ (i)  "Consumer" means any person, partnership, limited partnership, corporation, 
professional corporation, limited liability company, trust, or any other entity, or any 
user of a utility service; 

▪ (ii)  "Municipal" and "municipality" means a county, metropolitan government, 
incorporated city, town of the state, or utility district as created in title 7, chapter 82; 

▪ (iii)  "Private records" means a credit card number, social security number, tax 
identification number, financial institution account number, burglar alarm codes, 
security codes, access codes, and consumer-specific energy and water usage data 
except for aggregate monthly billing information; and 

▪ (iv)  "Utility" includes any public electric generation system, electric distribution 
system, water storage or processing system, water distribution system, gas storage 
system or facilities related thereto, gas distribution system, wastewater system, 
telecommunications system, or any services similar to any of the foregoing. 

▪ (B)  The private records of any utility shall be treated as confidential and shall 
not be open for inspection by members of the public. 

▪ (C)  Information made confidential by this subsection (a) shall be redacted 
wherever possible and nothing in this subsection (a) shall be used to limit or 
deny access to otherwise public information because a file, document, or 
data file contains confidential information. For purposes of this section only, it 
shall be presumed that redaction of such information is possible. The entity 
requesting the records shall pay all reasonable costs associated with 
redaction of materials. 

▪ (D)  Nothing in this subsection (a) shall be construed to limit access to these 
records by law enforcement agencies, courts, or other governmental 
agencies performing official functions. 

▪ (E)  Nothing in this subsection (a) shall be construed to limit access to 
information made confidential under this subsection (a), when the consumer 
expressly authorizes the release of such information. 

(21) (A) The following records shall be treated as confidential and shall not be open for public 
inspection: 

▪ (i)  Records that would allow a person to identify areas of structural or operational 
vulnerability of a utility service provider or that would permit unlawful disruption to, or 
interference with, the services provided by a utility service provider; 

https://advance.lexis.com/document/?pdmfid=1000516&crid=7de0d75e-93b1-4363-8c07-741263f5d84d&pddocfullpath=%2Fshared%2Fdocument%2Fstatutes-legislation%2Furn%3AcontentItem%3A4WMW-X4N0-R03K-917N-00000-00&pddocid=urn%3AcontentItem%3A4WMW-X4N0-R03K-917N-00000-00&pdcontentcomponentid=10650&pdteaserkey=sr0&ecomp=z4ntk&earg=sr0&prid=9b95fda9-af9a-432a-ad0f-5498e8c2c7b5
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▪ (ii)  All contingency plans of a governmental entity prepared to respond to or prevent 
any violent incident, bomb threat, ongoing act of violence at a school or business, 
ongoing act of violence at a place of public gathering, threat involving a weapon of 
mass destruction, or terrorist incident. 

(B)  Documents concerning the cost of governmental utility property, the cost of protecting 
governmental utility property, the cost of identifying areas of structural or operational 
vulnerability of a governmental utility, the cost of developing contingency plans for a 
governmental entity, and the identity of vendors providing goods or services to a 
governmental entity in connection with the foregoing shall not be confidential. However, any 
documents relating to these subjects shall not be made available to the public unless 
information that is confidential under this subsection (a) or any other provision of this chapter 
has been redacted or deleted from the documents. 

(C)  As used in this subdivision (a)(21): 

▪ (i)  "Governmental entity" means the state of Tennessee or any 
county, municipality, city or other political subdivision of the state of 
Tennessee; 

▪ (ii)  "Governmental utility" means a utility service provider that is also 
a governmental entity; and 

▪ (iii)  "Utility service provider" means any entity, whether public or 
private, that provides electric, gas, water, sewer or telephone service, 
or any combination of the foregoing, to citizens of the state of 
Tennessee, whether or not regulated by the Tennessee regulatory 
authority. 

(D)  Nothing in this subdivision (a)(21) shall be construed to limit access to these records by 
other governmental agencies performing official functions or to preclude any governmental 
agency from allowing public access to these records in the course of performing official 
functions. 

 


